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A STRONG BASIS OF EXCELLENCE 
44 partners spanning academia, industry, 
institutions, grassroots
Pragmatically anchored in member states

STRATEGIC PROGRAMS
Multilevel supervision
Continuous and flexible evaluation 
Trustworthy intelligent infrastructures
Fair and secure AIs

THE STAKES OF EUROPEAN AUTONOMY
Design a long-term roadmap and network of 
competence centers
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Multilevel supervision

• R&I project : no cyber range developement, but research to 
provide enablers

• Threat Intelligence

• Use and identification of cyber ranges

• Definition of a cyber ranges catalogue fully labeled with 
categories

– handle complexity of cybersecurity threats
– deal with early cyber attacks’ kill chain phases
– develop methods and solutions for prediction and awareness- and 

knowledge-based cybersecurity management
– exchange of Threat Intelligence information between sharing 

partners and the actionability on such data regarding the GDPR



Continuous and flexible evaluation

• R&I project : no certification, but research to provide enablers

• Assessment is a key aspect of certification, yet it is not scaling up 
to handle modern digital systems

– develop more agile assessment and certification frameworks, similar to 
agile development

– automation, supporting developers in writing requirements and executing 
tests

– assessing systems of systems, beyond individual components, and 
modularizing assessment to enable assessment of complex systems and 
services

– lifetime dynamicity of environments who may have long lifespans, but 
where individual components might be replaced or upgraded

– execution elasticity, particularly for services
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