
“
P a n a g i o t i s  S a r i g i a n n i d i s

U n i v e r s i t y  o f  W e s t e r n  M a c e d o n i a

p s a r i g i a n n i d i s @ u o w m . g r

SDN - microgrid reSilient Electrical eNergy SystEm

Cybersecurity for Critical Infrastructures - Resilience 
and trust in the Health and Energy sectors

24 June 2021 I 09:15 - 12:00 CEST

SDN-microSENSE

This  project  has  received  funding  from  the  European  Union’s  Horizon 2020 
research and innovation programme under grant agreement No. 833955

1



This project has received funding from the European Union’s Horizon 2020 research and 
innovation programme under grant agreement No 833955.

https://www.sdnmicrosense.eu/

SDN-microSENSE Consort ium

3 3  P a r t n e r s  

E n e r g y  P r o v i d e r s ,  T S O ,  D S O ,  U t i l i t i e s ,  M a n u f a c t u r e r s ,  P r o s u m e r s ,  T e c h n o l o g y  
P r o v i d e r s

24 June 2021 I 09:15 - 12:00 CEST
CYBERSECURITY FOR CRITICAL INFRASTRUCTURES - RESILIENCE AND 

TRUST IN THE HEALTH AND ENERGY SECTORS
2



SDN-microSENSE – Business Logic

Collaborative Risk 
Assessment, Vulnerability 
Management, Honeypots, 

Honeypot Management

Specification-based detection, 
Anomaly-based detection, Security 

Events correlation, visual-based 
detection, Anonymous Repository 

of Incidents  

SDN-based Cyberattack 
Mitigation, Islanding 

Mechanisms

Energy Balancing, Grid 
Restoration, 

Blockchain-based 
Energy Transactions

SDN-μSENSE Business Logic
Integration platform which harmonizes Risk Assessment, Intrusion 
Detection, Self Healing and Energy Optimization under the umbrella of 
SDN. Multiple technologies: SDN, Honeypots, SIEM, IDPS, Machine 
Learning, MISP, visual analytics and blockchain. 

Energy Optimization

Self-Healing

Intrusion Detection

Risk Assessment

Risk Assessment & Honeypots

Intrusion Detection & Privacy

Mitigation

Energy Optimisation

24 June 2021 I 09:15 - 12:00 CEST
CYBERSECURITY FOR CRITICAL INFRASTRUCTURES - RESILIENCE AND   

TRUST IN THE HEALTH AND ENERGY SECTORS
3



Thank You & Q /A

C o n t a c t  u s

p s a r i g i a n n i d i s @ u o w m . g r

h t t p s : / / i t h a c a . e c e . u o w m . g r /

h t t p s : / / g r . l i n k e d i n . c o m / i n / p a n a g i o t i s -
s a r i g i a n n i d i s - 7 6 3 6 9 0 1 a

h t t p s : / / w w w . r e s e a r c h g a t e . n e t / p r o f i l e /
P a n a g i o t i s - S a r i g i a n n i d i s

Thank You

Q/A ?
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